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At the 3GPP T2 SWG3 meeting in Seattle, the participants had a discussion on “persistent storage” functionality.  A list of basic functionality was developed, and is presented below and further elaborated to stimulate further discussion.

1. Definitions

MMBox: an object of persistent storage consisting of a collection of MMs, and associated with an address.

Folder: a named collection of MMs, and possibly sub-folders, within an MMBox.

2. Introduction

Reference point MM1 defines the transactions between the MMS User Agent and the MMS Relay/Server.  These transactions include notifications of new MMs, retrieval of MMs, forwarding of MMs, and delivery and read-reply reporting.  For MMS implementations that support persistent storage functions, additional transactions need to be specified to allow information about, and parts of, MMs to be retrieved, and collections of MMs, called “MMBoxes”, to be accessed and managed.  

MMBox implementations may additionally support folders and provide transactions with which they can be accessed and managed.  

The existing Release 4 specifications represent a ‘basic’ service.  This document is proposing an additional, new ‘MMBox’ service, with or without an enhanced ‘Folders’ service.  Each of these services have their own transactions. The following table describes the transaction support dependencies.

Table 1: MM1 Transactions vs. Storage Model

	MMS Storage Model
	Basic
	MMBoxes
	Folders

	No persistent storage
	√
	No
	No

	MMBoxes
	√
	√
	No

	MMBoxes w/Folders
	√
	√
	√


3. Basic Transactions

The basic MM1 transactions that are currently supported, regardless of storage model, are:

· Submit an MM for delivery

· Notify an MMS User Agent about a newly arrived MM

· Retrieve an MM (headers, structure, content, in part or fully)

· Forward an MM

· Send a Delivery Report

· Send a Read-Reply Report

4. MMBox Transactions

If the MMS implementation supports persistent storage in MMBoxes, the following MM1 transactions are suggested:

· Retrieve, or partially retrieve, an MM, or information about an MM

· List, or partially list, selected MMs by some search & sort criteria

· Delete one or more MMs

· Forward an MM, or part of it, without downloading

· Update MM information (headers, state, read, unread, etc.)

· Read MMBox information (folder name list, sizes, limits)

The Retrieval enhancements are proposed using optional attributes on the existing basic Retrieve transaction.

5. MMBox with Folder Transactions

In addition to supporting MMBoxes, an MMS implementation may also choose to support folders within the MMBoxes.  In this case, these transactions relating to MMBox folders are proposed:

· Select a folder

· Insert a new MM in a folder

· Copy an MM into a folder (from the current folder)

· Read folder information (MM list, subfolder name list, sizes, limits)

· Search and view, or partially view a folder (by sender, subject, recipient, date, and body text)

· Create a new folder

· Rename a folder

· Delete a folder

· Purge a folder (of MMs marked for deletion)

6. Qualified Retrievals

One of the issues with the current Release 4 specifications is that an intelligent MMS UA cannot interrogate the MM for its content-type, size, and other attributes.  One solution that has been proposed is to deliver additional optional information within the MM1_notify.REQ, but this approach has its own problems. In addition, partial or “chunked” downloads of MM content are not currently possible.  One of the benefits of persistent storage should be the capability of providing finer grain access to MM information and content, both on notifications and on retrievals. 

We are proposing that the MM1_retrieve.REQ and MM1.retrieve.RES transactions be modified to support a “Retrieve qualifier”.  Normally, MM1_retrieve.REQ causes the referenced MM to be downloaded (or a streaming session to be initiated).  With qualified retrievals, it becomes possible to download selected portions of the MM: some or all of the header, some or all of any number of elements of a multi-part MM.  

We would like to propose that MM1_retrieve.REQ be modified to include an additional optional information element: Retrieve qualifier.  The purpose of the qualifier, if present, is to specify, as a list of qualifier keywords, exactly what information of the MM is to be downloaded.  The table below is a list of proposed qualifier keywords along with their functions.

Table 2 – Retrieve Qualifier Keywords

	Qualifier Keyword
	Function

	All
	Equivalent to: Flags Date Size Envelope

	Body[section]<partial>
	The text of a particular body section.  The section specification is a set of zero or more part specifiers delimited by periods.  A part specifier is either a part number or one of the following: ‘Header’, ‘Fields’, ‘Not-Fields’, ‘MIME’, and ‘Text’.

Header selects all the message headers.

Fields, followed by a parenthesised list of field names, specifies only those message header fields. Eg: ‘Fields(From To Cc Subject)’

Not-Fields followed by a parenthesised list of field names, specifies only those message headers NOT named.  

Text specifies the text body part, absent the RFC822 headers, but will include any “Content-type” header that may start the message body.

Mime specifies the MIME-specific headers (eg: Mime-Version, Content-Type, Content-SIZE, etc.)

An empty section specification refers to the entire message, including the header.

Every message has at least one part number.

All messages have, at least, a part 1.

Multipart messages are assigned consecutive part numbers, as they occur in the message.  If a particular part is of type message or multipart, its parts must be indicated by a period followed by the part number within that nested multipart part.

A part of type Message/Rfc822 also has nested part numbers, referring to parts of the Message part's body. The Header, Fields, Not-Fields, and Text part specifiers can be the sole part specifier or can be prefixed by one or more numeric part specifiers, provided that the numeric part specifier refers to a part of type Message/Rfc822. The Mime part specifier must be prefixed by one or more numeric part specifiers.

The field-name matching is case-insensitive but otherwise exact.  In all cases, the delimiting blank line between the header and the body is always included.

It is possible to fetch a substring of the designated text, using “<”, start, “.”, length, “>”. Where start is the offset, in bytes, from the beginning of the specified part, and length is the number of bytes to return.  Eg: to specify the first 80 bytes of the Subject header: ‘Field(Subject)<0.80>’.

Any partial fetch that attempts to read beyond the end of the text is truncated as appropriate.  A partial fetch that starts at octet 0 is returned as a partial fetch, even if this truncation happened.

Note: this means that Body[]<0.2048> of a 1500-byte message will return Body[]<0> with a literal of size 1500, not Body[].
Note: a substring fetch of a Fields or Not-Fields part specifier is calculated after subsetting the header.

The Seen flag is implicitly set.

	Peek[section]<partial>
	An alternate form of Body[section] that does not implicitly set the Seen flag.

	Description
	Equivalent to Fields(Content-Description)

	Encoding
	Equivalent to Fields(Content-Transfer-Encoding)

	Envelope
	The envelope structure of the message.  This is computed by the server by parsing the RFC822 header into the component parts, defaulting various fields as necessary.

	Fields(fieldname list)
	Specifies the named header fields.  Equivalent to Peek[Fields()].  Examples:
From 
( Fields(From)
Sender 
( Fields(Sender)
Reply-To 
( Fields(Reply-To)

To 
( Fields(To)
Cc 
( Fields(Cc)

Bcc 
( Fields(Bcc)

Subject
( Fields(Subject)

Date


( Fields(Date)

	Flags
	The flags that are set for this message.

	Full
	Equivalent to: (Flags Date Size Envelope Body)

	Header
	Equivalent to Peek[Header]

	Keyword
	For all other keywords, this is equivalent to Fields(keyword). 

	Recipient
	The recipient of the MM (based on the envelope, which may not evident from the values of To or Cc)

	Recipients
	Shorthand for Fields(To Cc)

	Size
	The RFC822 size of the message.

	Structure
	The MIME structure of the message.  This is computed by parsing the MIME header fields in the RFC822 header and MIME headers.

	Text
	The text portion of the RFC822 message

	Type
	Fields(Content-Type)

	Uid
	The unique identifier for the message.


In the absence of any qualifier, the default should be to retrieve the entire MM.
In the case of qualified retrievals, read-reply reports should only be generated for retrievals of actual MM body content, and not for retrievals of MM headers, structure or flags.  For partial byte-range retrievals of MM body content, a read-reply report should only be generated for the first retrieval of any of its elements.  After a successful retrieval of an MM, its ‘Read-Report’ flag will be set.

Multiple read-reply reports should not be generated for multiple retrievals of the same MM part or content, which is a possibility for MMBoxes implementations.

7. Search Criteria

With persistent storage, it is likely that many MMs will be collected within the MMBox.  This presents a problem for capacity-constrained mobile stations over a bandwidth-constrained network, unless the UA has a mechanism that allows MMs to be selected on the MMS Relay/Server by a variety of search criteria.  We are proposing that a new transaction be created that will provide this search functionality.

Search criteria: A list of search selectors, each of which is a field selector or state selector.  A field selector consists of a field name, possibly followed by a comparison value.   A state selector is one of several defined state keywords.  

Each selector is applied, in order, to determine which MMs within the Inbox are to be returned for viewing.  It is not an error if no items are selected, or if all items are selected.

Table 3 – View Inbox Selectors

	Selector
	Meaning

	message set
	MMs with message sequence numbers corresponding to the specified message sequence number set

	All
	All MMs in the mailbox; the default initial key for ANDing

	Bcc string
	MMs that contain the specified string in the envelope structure's Bcc field

	Before date
	MMs whose internal date is earlier than the specified date

	Body string
	MMs that contain the specified string in the body of the message

	Cc string
	MMs that contain the specified string in the envelope structure's Cc field

	Deleted
	MMs with the ‘Deleted’ flag set

	Draft
	MMs with the ‘Draft’ flag set

	Flagged
	MMs with the ‘Flagged’ flag set

	From string
	MMs that contain the specified string in the envelope structure's From field

	Header field string
	MMs that have a header with the specified header field and that contains the specified string within the field value

	Keyword flag
	MMs with the specified keyword flag set

	Larger size
	MMs with an RFC822 size larger than the specified size

	New
	MMs that have the ‘Recent‘ flag set but not the ‘Seen‘ flag.  This is functionally equivalent to "Recent Unseen"

	Not search-key
	MMs that do not match the specified search-key

	Old
	MMs that do not have the ‘Recent‘ flag set. This is functionally equivalent to ‘Not Recent’ (as opposed to ‘Not New’)

	On date
	MMs whose internal date is within the specified date

	Or search-key1 search-key2
	MMs that match either search key

	Recent
	MMs that have the ‘Recent’ flag set

	Replied
	MMs that have the ‘Replied’ flag set

	Seen
	MMs that have the ‘Seen’ flag set

	Sentbefore date
	MMs whose Date: header is earlier than the specified date

	Senton date
	MMs whose Date: header is within the specified date

	Sentsince date
	MMs whose Date: header is within or later than the specified date

	Since date
	MMs whose internal date is within or later than the specified date

	Smaller size
	MMs with a size smaller than the specified size

	Subject string
	MMs that contain the specified string in the envelope structure's Subject field

	Text string
	MMs that contain the specified string in the header or body of the message

	To string
	MMs that contain the specified string in the envelope structure's To field

	Uid message set
	MMs with unique identifiers corresponding to the specified unique identifier set

	Undeleted
	MMs that do not have the ‘Deleted’ flag set

	Undraft
	MMs that do not have the ‘Draft’ flag set

	Unflagged
	MMs that do not have the ‘Flagged’ flag set

	Unkeyword flag
	MMs that do not have the specified keyword flag set

	Unreplied
	MMs that have do not have the ‘Replied’ flag set

	Unseen
	MMs that do not have the ‘Seen’ flag set


8. Search Response

Given a new “Search” request, corresponding response must also be defined.  Responses to searches will consist of one or more MMs, each of which will consist of multiple parts.  

By standard, MMs are of type ‘Multipart/Related’, consisting of four parts within the MM body: a text part, an image part, an audio part, and a SMIL part. 

MMs arriving from the Internet may have additional parts, or less.  MMs may be forwarded as attachments to normal RFC822 messages, and the text part of an MM may be a Text/Rfc822 message, with additional, internal subparts.

Therefore, the responses that are returned need to have structure to separate multiple MMs and RFC822 messages from each other, as well as structure to represent nested MMs and RFC822 messages.  

The following Response data items should be considered.

Search Response: This is a collection of tagged data elements, as specified in the table below.

Table 4 – View Response Data Items

	Body[section]<origin>
	A string expressing the body contents of the specified section.  The string should be interpreted by the client according to the content transfer encoding, body type, and subtype.

If the origin is specified, this string is a substring of the entire body contents, starting at that origin byte offset.

8-bit textual data is permitted if a Charset identifier is part of the body parameter list for this section.  Note that headers (part specifiers Header or Mime, or the header portion of a Message/Rfc822 part), must be 7-bit; unencoded 8-bit characters are not permitted in headers.  Note also that the blank line at the end of an RFC822 header is always included in header data.

Non-textual data such as binary data must be transfer encoded into a textual form, such as BASE64, prior to being sent to the client.  To derive the original binary data, the client must decode the transfer encoded string.

	Structure
	A list that describes the MIME body structure of a message.  This is computed by parsing the MIME header fields, defaulting various fields as necessary.

The basic fields of a non-multipart body part are in the following order:

Table 6 – Basic Fields of a Non-Multipart Body

type

A string giving the content media type name

subtype

A string giving the content subtype name

parameter list

A list of attribute/value pairs [e.g. (“attr1” “val1” “attr2” “val2” …”attrN” “valN”)]

id

A string giving the content id, if any

description

A string giving the content description, if any

encoding

A string giving the content transfer encoding, if specified

size

A number giving the size of the body in bytes.  Note that this size is the size in its transfer encoding and not the resulting size after any decoding

lines

The number of lines in the body if the type is Text
A body type of type ‘Message/Rfc822’ contains, immediately after the basic fields, the envelope structure, body structure, and size in text lines of the encapsulated message.

A body type of type ‘Text’ contains, immediately after the basic fields, the size of the body in text lines.  Note that this size is the size in its content transfer encoding and not the resulting size after any decoding.

For example, a simple text message of 34 lines and 2354 bytes can have a body structure of:

("TEXT" "PLAIN" ("CHARSET" "US-ASCII") NIL NIL "7BIT" 2354 34)

Extension data follows the basic fields and the type-specific fields listed above.  Extension data should never returned with the Body fetch, but can be returned with a Bodystructure fetch.

Extension data for non-multipart bodies, if present, should be in the following order:

Table 7 – Extension Data for Non-Multipart Bodies

MD5

A string giving the body MD5 value.

disposition

A parenthesized list with the same content and function as the body disposition for a multipart body part.

language

A string or parenthesized list giving the body language value

Multiple parts are indicated by parenthesis nesting.  Instead of a type as the first element of the list, there is a nested body.  The second element of the list is the multipart subtype (‘Related’, ‘Mixed’, ‘Digest’, ‘Parallel’, ‘Alternative’, etc.).

Extension data follows the multipart subtype.  Extension data is never returned with the Body fetch, but can be returned with a Bodystructure fetch.  Extension data for multi-part bodies, if present, will be in the following order:

Table 5 – Extension Data for Multi-part Bodies

parameter list

A list of attribute/value pairs [e.g. (“attr1” “value1” “attr2” “value2” …)

disposition

A list, consisting of a disposition type string followed by a list of disposition attribute and value pairs.

language

A string or list giving the body-language value 

Extension data can consist of zero or more NILs, strings, numbers, or potentially nested parenthesized lists of such data.

For example, a two part message consisting of a text and a BASE64-encoded text attachment can have a body structure of:

(("TEXT" "PLAIN" ("CHARSET" "ISO-8859-1") NIL NIL "7BIT" 1152 23)
 ("TEXT" "PLAIN" ("CHARSET" "ISO-8859-1") "<91827273645.387374@mmsrelay3.telco.co.uk>" "Letters for mom" "BASE64" 4554 73) "MIXED"))



	Envelope
	A list that describes the envelope structure of a message.  This is computed by the server by parsing the RFC822 header into the component parts, defaulting various fields as necessary.

The fields of the envelope structure are in the following order: date, subject, from, sender, reply-to, to, cc, bcc, in-reply-to, and message-id.

The date, subject, in-reply-to, and message-id fields are strings.  The from, sender, reply-to, to, cc, and bcc fields are parenthesized lists of address structures.

An address structure is a list that describes an electronic mail address.  The fields of an address structure are in the following order: personal name, SMTP at-domain-list (source route), mailbox name, and host name.

RFC-822 group syntax is indicated by a special form of address structure in which the host name field is NIL.  If the mailbox name field is also NIL, this is an end of group marker (semi-colon ‘;’ in RFC 822 syntax).  If the mailbox name field is non-NIL, this is a start of group marker, and the mailbox name field holds the group name phrase.

Any field of an envelope or address structure that is not applicable is presented as NIL.  Note that the server must default the Reply-To and sender fields from the from field; a client is not expected to know to do this.

RFC822 group syntax is indicated by a special form of address structure in which the host name field is NIL.  If the mailbox name field is also NIL, this is an end of group marker (semi-colon in RFC 822 syntax).  If the mailbox name field is non-NIL, this is a start of group marker, and the mailbox name field holds the group name phrase.

Any field of an envelope or address structure that is not applicable is presented as NIL.

Note that the server must default the Reply-To and Sender fields from the From field; a client is not expected to know to do this.

	Flags
	A list of flags that are set for this message.

	Internaldate
	A string representing the internal date of the message.

	Size
	A number expressing the RFC822 size of the message.

	Uid
	A number expressing the unique identifier of the message.


9. Sort Criteria

It is important that the MMS UA be able to tell the MMS Relay/Server to select portions of the MMBox contents and have them transferred in a given ordering.  We propose that the List Inbox transaction support optional sort criteria, which are detailed in the table below.

Table 8 – View Inbox Sort Criteria

	Arrival
	Internal date and time of the message.  This differs from the On criteria in Search, which uses just the internal date

	Cc
	RFC822 local-part of the first ‘Cc’ address

	Date
	Sent date and time from the Date: header, adjusted by time zone.  This differs from the Sent On criteria in SEARCH, which uses just the date and not the time, nor adjusts by time zone

	From
	RFC822 local-part of the ‘From’ address

	Reverse
	Followed by another sort criterion, has the effect of that criterion but in reverse order

	Size
	Size of the message in bytes

	Subject
	Extracted subject text

	To
	RFC822 local-part of the first ‘To’ address


If the associated RFC822 header for a particular criterion is absent, it is treated as the empty string.  The empty string always collates before non-empty strings.
10. Addressing

Each user has at least one unique address, possibly more, in the form of an E.164 number of an email address (see below).  The user’s address shall also be used to uniquely identify their associated persistent storage (ie: their MMBox.).

One of the functions of the MMS Relay/Server is to associate a user’s MMBox with a collection of related addresses.   Each MMBox will have associated with it one or more of the following addresses:

· Internet email address (eg: +NNNNNNNNNNN@sample.com or first.last@sample.com)

· E.164 number (+NNNNNNNNNNN)

· Alternate addresses (which may be either RFC822 addresses or E.164 numbers)

The new MMBox-related transactions shall include the MMBox owner’s address as one of the information elements, in order to uniquely identify the MMBox to which the transaction shall apply.

